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Abstract—We study an industry automation scenario where
a central controller broadcasts critical messages to the wireless
devices (e.g., sensors/actuators). We devise a stochastic geome-
try framework where the rate coverage probability of devices is
modeled by taking into account the density of roaming blockages
over the factory floor. To alleviate the loss in the coverage, we
adopt a two-phase transmission policy, where in the broadcast
phase, the central controller broadcasts the messages intended
for the devices in the network area. The devices in coverage
in the broadcast phase act as decode-and-forward relays in the
relay phase, so as to reinforce the signal strength at the devices in
outage. The total downlink transmission time is, therefore, par-
titioned into two phases by a tunable factor. Finally, we study
the optimal value of the partitioning factor with varying device
densities, blockage densities, and file sizes, and we highlight that
a longer transmission time should be allotted to the broadcast
phase in the case of larger file sizes or lower transmit power of
the controller.

Index Terms—Fifth generation (5G), Industrial Internet of
Things (IIoT), stochastic geometry, ultrareliable low-latency
communications (URLLC).

I. INTRODUCTION

TRADITIONALLY, applications in an industrial setup,
such as automated manufacturing, packaging, and on-

field process monitoring, employ wired communications, e.g.,
Ethernet-based solutions [1]. These solutions can be expensive
to deploy and cumbersome to maintain. Additionally, several
of these applications require a highly flexible and dynamic
communication infrastructure to support mobility [2], [3]. As
a result, there is an increased interest to replace wired com-
munication systems with wireless alternatives to reduce bulk
as well as installation and maintenance costs [4].

The future industrial wireless networks will consist of
a massive number of sensing, computing, and actuating
devices that communicate with each other with ultrahigh
reliability [5], [6]. Furthermore, for several applications such
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as critical control of these devices, the delay constraints on
the control loop latency are of the order of a few millisec-
onds [7]. As a result, the communication link latency must
be of the order of a millisecond, while, simultaneously, main-
taining ultrahigh reliability. This comes under the purview of
ultrareliable low-latency communications (URLLC) mode of
operation in the fifth-generation (5G) ecosystem [8], [9]. The
most important key performance indicators (KPIs) related to
URLLC are latency, reliability, and availability. Traditional
wireless networks are not optimized for such KPIs and thus,
new enabling technologies, such as novel numerologies, flex-
ible frame structure, link adaptation, and new diversity tech-
niques, must be employed [5]. Additionally, with the advent
of massive connectivity, ensuring reliability and latency for
all the devices in the network is a challenge. In this regard,
Shah et al. [10] have presented a protocol stack perspective for
low latency and massive connectivity. As compared to wired
connectivity, wireless solutions provide a possibility to incor-
porate a large number of nodes in the network while targeting
the stringent URLLC KPIs.

On the downside, the presence of physical blockages or
unfavorable channel conditions in the factory environment can
severely degrade the received signal strength [11]. This may
be detrimental, especially for URLLC applications. To address
this issue, multihop transmission with cooperative relaying is
proposed in [12], where devices with strong channel cooperate
to provide a reliable communication link to devices in poor
channel conditions. Here, we extend this work by assessing
this protocol in a realistic industrial propagation environment,
considering the effect of random blockages on the system
performance. It must be noted that the deployment of dedi-
cated relays can augment the performance of the devices in the
networks. However, installation costs and the requirement of
optimization of the number of locations of the dedicated relays
with varying device densities make such a solution unattrac-
tive. On the contrary, our system benefits from devices already
present in the network for relaying the signal. Specifically, as
the network size grows, the number of potential relays also
increases, which makes the solution scalable to any network
size.

A. Related Work

Stochastic geometry has proven to be a key tool in the
modeling and analysis performance metrics in large-scale
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networks. In the literature, stochastic geometry has been
employed in the characterization of signal coverage, data rate,
and localization performance of cellular [13] and ad hoc
networks [14]. This follows from a statistical characterization
of the signal-to-noise ratio (SNR) coverage probability of the
users in the network by assuming appropriate spatial point
process models for modeling the locations of network enti-
ties. In this work, we use tools from stochastic geometry to
characterize the network reliability of the industrial automation
system.

In order to enhance reliability, researchers have investigated
time and frequency diversity, spatial diversity, and multide-
vice cooperation [12], [15], [16]. Li et al. [17] have studied
adaptive transmission strategies to sustain services with differ-
ent latency constraints. In particular, Swamy et al. [12] have
shown that with multidevice cooperation, ultrahigh reliabil-
ity can be achieved even in low or moderate signal-to-noise
ratio (SNR) regime. Furthermore, they show that the target
error rate, and consequently, the SNR necessary for achieving
high reliability, cannot be achieved only by frequency diver-
sity under realistic channel conditions. The protocol in [12]
chooses a conservative transmission rate, set by the worst
device’s conditions. In this regard, Jurdi et al. [18] have
proposed an adaptive rate selection scheme based on the
instantaneous channel conditions. In their proposal, first, the
channel states between the controller and the different nodes
in the network are estimated. Then, the controller adapts
the transmission rate for each node in the network to its
instantaneous channel condition.

In [19], capacity and the coverage aspects of a factory
automation setup are studied, by considering the effect of
small- and large-scale fading. It is shown that equipping the
devices with two antennas can dramatically reduce the required
SNR for decoding and increase the capacity and the coverage
of the network. The use of stochastic geometry to analyze
URLLC system performance has been considered in the liter-
ature. Namely, the works in [20] analyze slicing of resources
for URLLC and enhanced mobile broadband (eMBB) traffic
transmission in a cellular network and [21] study different
grant-free access solutions for URLLC.

To the best of our knowledge, the effect of roaming block-
ages in a wireless factory automation setup has not been
investigated in the literature. In a typical factory environ-
ment, the presence of metal surfaces and high density of
industrial machinery determines the multipath fading [22].
Moreover, static or moving devices can cause an obstruc-
tion and strongly attenuate signal strength [23]. In this article,
we assess device cooperation for reliable industrial wireless
control, taking into account the effect of channel blockages.
We model the location of the devices and the blockages
as random processes and use tools from stochastic geome-
try to analytically characterize the probability of a typical
node to be under coverage with and without cooperation.
Specifically, pertaining to the blockage process, Matérn [24]
has studied two variants of repulsive point processes in
his work. We use the Matérn hard-core process (MHCP)
type II to model the locations of the centers of the blocking
objects.

B. Contributions and Organization

The contributions of this article are as follows.
1) We characterize the blockage statistics of the com-

munication links in an industrial wireless network by
modeling the position of the blockages as points of
an Matérn hard-core process (MHCP), which has not
carried out in literature thus far. First, we use tools
from stochastic geometry to characterize the SNR and
the rate coverage probability of an arbitrarily located
device in the network without multidevice cooperation.
Remarkably, we show that even for sub-6-GHz transmis-
sions, blockages play a key role in limiting the coverage,
and hence, in network planning for industrial Internet of
Things (IoT) networks.

2) We adopt the two-phase communication protocol to
enable reliable industry automation services. Our results
show that this policy significantly increases (by up to
25%) the coverage performance of the devices as com-
pared to single transmission from the controller. In
particular, we characterize analytically the rate coverage
performance of a system using this cooperative protocol
in an environment with random blockages.

3) We also study the trends of the optimal value of the
resource partitioning factor with respect to the rate cov-
erage probability with varying blockage densities, device
densities, and file sizes. More specifically, we show that
as the device density increases, more time should be
allotted to the broadcast phase for maximizing the rate
coverage if the data size depends on the number of
devices. On the contrary, for a fixed data size broad-
cast, an increase in the number of devices necessitates
an increase in the resources of the relay phase to limit
the outage.

The proposed solution is applicable in the wide view to the
trend of an industrial wireless control system design, where the
traditionally wired communication between robots, machines,
and controllers (e.g., fieldbus-based systems such as SERCOS,
PROFIBUS, and WorldFIP) is expected to be replaced by
wireless connections to enable seemless rearrangement of the
factory floor depending on the production and manufacturing
needs. Some examples can be seen in [25] and [26]. A recent
example of industrial wireless control (in the era of industry
4.0 revolution) was announced in a joint effort between Nokia
and Omron, where the former is planned to enable wireless
connectivity solutions among mobile robots from Omron (see
an online report in [27]).

The remainder of this article is organized as follows. In
Section II, we introduce the system model, characterize the
blockage process, and outline the transmission model. Then, in
Section III, we derive the SNR and rate coverage probability of
the test device. We present numerical results in Section IV on
the performance of the network. Finally, this article concludes
in Section V.

II. SYSTEM MODEL

In this section, we describe the communications system, and
we highlight the main assumptions we use in our analysis.
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Fig. 1. Illustration of the considered system model. The green lines represent
the LOS links, and the red dotted line represent the NLOS links. The orange
line represents a relaying link.

Fig. 2. Link-blockage illustration. The blue triangle is a device, and the red
square is the controller. The dotted line is the cell boundary.

Network Model: We consider the factory area to be a closed
bounded subset S of the 2-D Euclidean plane. For simplic-
ity of the analysis, we assume S to be a disk1 of radius
R. As depicted in Fig. 1, we consider a multidevice wireless
network where a controller located at the center of S broad-
casts data to multiple devices distributed in the network area
uniformly, with an intensity λ. Note that an additional chal-
lenge to modeling such finite domain networks is the absence
of a typical device. Thus, we characterize the performance of
a test device conditioned on its location in the network and
then average out on all possible locations. We assume that the
wireless links can be blocked by physical objects circularly
shaped with a radius RB (see Fig. 2), and whose locations
are distributed in the network area according to an MHCP.
This model, in contrast with the classic Poisson point process
(PPP), ensures that there is a minimum distance between two
nearby blockages, thereby enabling a more accurate model for
physical objects. In the following, we carry out our analysis
from the perspective of the test device in the network located
at distance r0 from the central controller.

Characterization of the Blockage Process: From the per-
spective of the test device, the link to the controller is blocked
by a circular blockage of radius RB, if at least one point
of the circular blockage falls over the link connecting the
test device and the controller. This is illustrated in Fig. 2,

1We note that the theoretical analysis in this article can be further extended
to the case of arbitrarily shaped polygon by using the methodology developed
in [28].

where a blockage occurs if the center of at least one circu-
lar blockage falls inside the shaded rectangular area (of size
r0 × 2RB). Furthermore, we consider the scenario with agile
dynamic blockages. Consequently, during the transmission of
the packets, a line of sight (LOS) link may observe different
realizations of the blockage process.

Here, we give a brief overview of the derivation of the
MHCP, and then we present the intensity of such a pro-
cess. An MHCP is formed from a dependent thinning of a
parent Poisson point process (PPP) φP of intensity λP [29].
First, each point xi ∈ φP is marked independently with
a random mark Mi ∈ (0, 1). Then, a point xi ∈ φP is
retained in the MHCP if and only if the ball of radius RB

and centered in xi B(xi, RB) does not contain any point of φP

with marks smaller than Mi. Mathematically, the MHCP is
described as

φB = {xi ∈ φP : Mi < Mj ∀ xj ∈ φP ∩ B(xi, RB)\xi}.
Lemma 1: The intensity of the blockage process is given

by [29]

λB = 1 − exp
(−λpπR2

B

)

πR2
B

. (1)

Proof: See [29, eq. (5.57)].
As depicted in Fig. 2, the link between the controller and

a node located at a distance r from the controller is blocked
if a point of φB falls in the shaded area. As the thinning of
φP preserves the Poisson nature of φB, the probability that the
center of at least one blocking object falls in the shaded area
can be approximated using the void probability2

PB(r) ≈ 1 − exp(−2λBrRB). (2)

Transmission Policy: We deploy a two-hop transmission
policy, inspired by [12], where the total transmission time
T is divided into two time-orthogonal phases and the over-
all bandwidth W is used in both the phases. We assume that
the connection set up between the controller and the devices
is executed by the radio resource control (RRC) protocol at
the network layer. The transmission policy described next is
implemented in the MAC layer. Furthermore, we assume a
synchronized system for the transmission between the con-
troller and the devices in the network. Therefore, we consider
that the two phases are split by a factor 0 ≤ β ≤ 1, where
phases I and II duration are βT and (1 − β)T , respectively.
Furthermore, we assume that the downlink messages intended
for the factory devices are concatenated together into a mes-
sage of size b bits. Depending of the type of data, b can have
a fixed value or be a function of the number of devices in
the network, i.e., b = b0N0, where N0 = λπR2 is the average
number of devices in the network and b0 denotes the message
size in bits for each device.

In phase I, the controller broadcasts the concatenated mes-
sage with rate R1 = [(b)/(βT)]. Due to the presence of
blockages and the impact of the path loss, the devices located

2Note that this approximation employs the void probability of PPP and
allows us to derive network dimensioning insights under the influence of
blockages.
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farther from the controller are expected to have a higher prob-
ability of outage during phase I. To improve the coverage
performance, we assume that the devices under coverage in
phase I act as decode-and-forward relays to forward the mes-
sage to the rest of the devices in phase II. Let the point process
representing the locations of the devices under coverage after
phase I (or the relays) be denoted by �1. In the second phase, a
device in outage in phase I attempts to successfully decode the
message leveraging the retransmission from one or multiple
relays. The relays transmit the decoded message with a rate
R2 = ([b]/[(1 − β)T]).

Relaying Model: After the broadcast phase, the system
moves into the relay phase (phase II). Subsequently, we con-
sider two schemes for phase II: 1) full coordination: each
device under outage in phase I is assumed to receive the data
from all the devices of φ1 (i.e., the realization of �1 in phase
1) along with the controller and 2) nearest-relay transmission:
each device under outage in phase I receives the data from
its closest device from φ1. Incidentally, the closest relay is
statistically also the best relay due to the smaller chance of
having its link to the device blocked by a random blockage
and for a smaller path loss impact from the shorter distance. It
should be noted that, however, selecting the closest relay for
each device in outage may be complex and require complex
system coordination.

Propagation Model: We assume that the communication
links experience a Rayleigh distributed fast fading with vari-
ance equal to 1, e.g., see [30]–[32]. In particular, the fading
power of a link between any two nodes remains constant for
the transmit duration of T (i.e., phases I and II). The link
then experiences a new realization of the exponential chan-
nel power in the next transmit interval. However, we note that
our model can be easily extended to generalized fading mod-
els. Furthermore, in case the transmission links are blocked by
objects, the path-loss exponent is assumed to be αN ; otherwise,
for links in LOS, the path-loss exponent is assumed to be αL.
As a result, the received power at a device located at a distance
rj from the transmitter j is given as: Pr = PjhjKr−αi

j , where
K is the path-loss coefficient, Pj is the transmit power from
transmitter j, and i ∈ {L, N} depending on if the communica-
tion link is in LOS or nonline-of-sight (NLOS). Furthermore,
hj denotes the channel gain over the link from transmitter j
and the receiver.

Outage Model: We assume long packet communication,
where a device is said to be in outage if the transmission
rate exceeds the instantaneous channel capacity, and it is con-
sidered successful otherwise. Recall that a URLLC system
operates with a strict packet deadline. Accordingly, if a device
has not received a given packet by the end of phase II, the
packet is dropped and the device moves to the reception of
the next packet. In other words, a device is in outage if the
received SNR is lower than a threshold imposed by the chan-
nel capacity. We denote the SNR thresholds for phases I and II
γ1 and γ2 as functions of the time partitioning parameter β, as

γ1(β) = 2
R1
W − 1 = 2

b
βTW − 1 (3)

γ2(β) = 2
R2
W − 1 = 2

b
(1−β)TW − 1. (4)

III. COVERAGE PROBABILITY AND FRAME DESIGN

In this section, first we derive the SNR coverage probability
of a device located at a distance r from the controller in phase
I. Then, given that a device is in outage in the broadcast phase,
we derive the SNR coverage probability in phase II. Finally,
we use the two results to characterize the overall probability
that a device is in coverage after the two phases.

A. Broadcast Phase (Phase I)

The SNR received by a device located at a distance r0 from
the controller in phase I (averaged over the random blockages)
is written as follows:

SNR1(r0) = PB(r0)SNRN(r0) + (1 − PB(r0))SNRL(r0) (5)

where based on blockage probability in (2), the first and the
second terms in (5) represent the SNR for when the controller-
device link is, respectively, in NLOS and LOS state. As a
result, the SNR coverage probability can be derived as [33]

PC1(r0, γ1) = P(SNR1(r0) ≥ γ1)

= P

(

PB
P0Kh0r−αN

0

σ 2
+ (1 − PB)

P0Kh0r−αL
0

σ 2
≥ γ1

)

= P

⎛

⎝h0 ≥ γ1σ
2

P0K
(
PBr−αN

0 + (1 − PB)r−αL
0

)

⎞

⎠

(a)=
⎡

⎣exp

⎛

⎝ −γ1σ
2

P0K
(
PBr−αN

0 + (1 − PB)r−αL
0

)

⎞

⎠

⎤

⎦ (6)

where P0 is the transmit power at the central controller and
h0 denotes the channel gain between the central controller
and the receiver. In (6), step (a) follows from the exponential
distribution of the channel gain h0. Then, the point process φ1
of the locations of the devices under coverage after phase I has
an intensity of λPC1(r, γ1) at distance r from the controller.

B. Relaying Phase (Phase II)

Next, let us characterize the SNR performance of the sec-
ond phase for two cases: 1) cooperative transmission: where a
device in outage receives retransmitted signals from all the
devices in φ1 and 2) nearest-relay transmission: where the
devices in outage receive services from the device which
is nearest to it in φ1. In particular, the nearest-relay trans-
mission provides a simple lower bound for the cooperative
transmission case.

1) Full Coordination: For cooperative transmission, the
SNR at the test device located at r0 is given by

SNR2(r0) = h0S0 + S′
T

σ 2
(7)

where

S0 = KP0

(
PB(r0)r

−αN
0 + (1 − PB(r0))r

−αL
0

)

S′
T =

∑

k∈R
KPkhk

(
PB(rk)r

−αN
k + (1 − PB(rk))r

−αL
k

)
.
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The first expression corresponds to the transmission from
the controller and second expression corresponds to the trans-
mission from the devices under coverage in phase I.

Lemma 2: The cumulative density function (CDF) of S′
R is

calculated as

FS′
T
(x) = 1

2
− 1

π

∫ ∞

0

I
[
exp(−itx)φS′

T
(t)
]

t
dt (8)

where I(z) = ([z − z∗]/[2i]), and φS′
T
(t) is the characteristic

function of S′
T .

Proof: See Appendix A.
Before proceeding, let us note that

fS′
T
(x) = d

dx

(
1 − FS′

T
(x)
)

= 1

π

∫ ∞

0
R(exp(−itx)φI(t))dt

where R(z) = ([z + z∗]/[2]). Now, we have

P

⎛

⎝
∑

j∈R
Pjhj

(
PB(rj)r

−αN
j + (1 − PB(rj))r

−αL
j

)
≤ γ2σ

2

K

⎞

⎠

= FS′
T

(
γ2σ

2

K

)
. (9)

Theorem 1: The coverage probability of the test device to
be in coverage in Phase 2 is given by

PC2(r0) = exp
γ2σ

2

S0

∫ γ2σ
2

γ2σ
2−γ1σ

2
exp

−x

S0
fS′

R
(x)dx

− exp
γ1σ

2

S0

(
FS′

T
(γ2σ

2) − FS′
T
((γ2 − γ1)σ

2)
)

+
(

1 − exp

(
−γ1σ

2

S0

))(
1 − FS′

R
(γ2σ

2)
)

(10)

where AR = KPN(PB(y)y−αN + (1 − PB(y))y−αL).
Proof: See Appendix B.

2) Nearest-Relay Transmission: Next, we analyze the SNR
coverage probability in phase II for a device i under outage
in phase I, which receives data from its closest device under
coverage after phase I. Let us denote with r2 the distance
between the device i and its relay in the phase II; then, the
SNR at the test device located at r0 is given by

SNR2(r0) = h2S2

σ 2
(11)

where

S2 = KP2

(
PB(r2)r

−αN
2 + (1 − PB(r2))r

−αL
2

)
.

For evaluating the above, first, we characterize the probability
density function (pdf) of r2 in the following Lemma.

Lemma 3: The cumulative density function (CDF) of the
distance of the nearest point of φ1 from device i is given by

Fr2(r) =⎧
⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎩

1 − exp

(
−λ

∫ r0+r
r0−r

∫√
r2−(x−r0)

2

0

PC1

(√
x2 + y2, γ1

)
dydx

)
; 0 ≤ r2 ≤ R − r0

1 − exp(−A1(r) − A2(r)); R − r0 < r2 ≤ R + r0
1; otherwise

where

A1(r) =
xr∫

r0−r

√
r2−(x−r0)

2∫

0

PC1

(√
x2 + y2, γ1

)
dydx

A2(r) =
R∫

xr

√
R2−x2∫

0

PC1

(√
x2 + y2, γ1

)
dydx

and

xr = R2 − r2 + r2
0

2r0
.

Consequently, the pdf of the nearest point of φ1 from the
test device i is given by (12), shown at the bottom of the page,
where

T1(r) = λ

⎡

⎢⎢
⎣exp

⎛

⎜⎜
⎝−λ

xr∫

r0−r

√
r2−(x−r0)2∫

0

PC1

(√
x2 + y2, γ1

)
dydx

− λ

R∫

xr

√
R2−x2∫

0

PC1

(√
x2 + y2, γ1

)
dydx

⎞

⎟⎟
⎠

⎤

⎥⎥
⎦

T2(r) =

√
r2−(xr−r0)2∫

0

PC1

(√
xr

2 + y2, γ1

)
dy

−r

r0
+

+
xr∫

r0−r

PC1

(√
x2 + r2 − (x − r0)2, γ1

) r
√

r2 − (x − r0)2
dx

+ r

r0

√
R2−x2

r∫

0

PC1

(√
x2

r + y2, γ1

)
dy.

Proof: See Appendix C.
Lemma 4: Finally, the SNR coverage probability of the test

device in the second phase is given by

PC2(r2, γ2) = P(SNR2(r0) ≥ γ2)

= P(PB(r)SNRN(r) + (1 − PB(r))SNRL(r) ≥ γ2)

fr2(r) =

⎧
⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎩

2λ exp

(
−2λ

∫ r0+r
r0−r

∫√
r2−(x−r0)

2

0 PC1

(√
x2 + y2, γ1

)
dydx

)[∫ r0+r
r0−r

(
PC1(x2 + (r2 − (x − r0)

2), γ1)
r√

r2−(x−r0)
2

)
dx

]

0 ≤ r2 ≤ R − r0

T1(r) · T2(r); R − r0 < r2 ≤ R + r0

0; otherwise

(12)
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= P

(

PB
P2Kh2r−αN

2

σ 2
+ (1 − PB)

P2Kh2r−αL
2

σ 2
≥ γ2

)

= P

⎛

⎝h2 ≥ γ2σ
2

P2K
(
PBr−αN

2 + (1 − PB)r−αL
2

)

⎞

⎠

(a)= Er2

⎡

⎣exp

⎛

⎝ −γ2σ
2

P0K
(
PBr−αN

2 + (1 − PB)r−αL
2

)

⎞

⎠

⎤

⎦ (13)

where the expectation is taken with respect to r2, as given in
Lemma 3.

3) Overall Coverage Probability: Using the theorem of
total probability, and due to the independence of the ran-
dom events of failure in phases I and II, the overall coverage
probability after the two phases can be written as follows:

PC(r0, γ1, γ2) = PC1(r0, γ1) + PC2(r0, γ2)

− PC1(r0, γ1) · PC2(r0, γ2). (14)

Impact of Blockage Speed: In the above development, we
have assumed an agile blockage model, wherein a given trans-
mission event between two nodes (a transmitter and a receiver)
experiences several blockage events. Accordingly, the cover-
age probability is defined as the probability that the received
power averaged over blockages is larger than a threshold (γ1
in phase 1 and γ2 in phase 2).

On the contrary, in case the speed of the blockages is low,
a link remains in the same visibility state (whether LOS or
NLOS) throughout the transmit duration. Let us analyze the
same for the case of nearest-relay transmission. Accordingly,
the coverage probability of phase 1 is given as

PC1(r0, γ1) = PB(r0)P(SNRN1(r0) ≥ γ1 | N)

+ (1 − PB)(SNRL1(r0) ≥ γ1 | L)

= PB(r0)P

(
P0Kh0r−αN

0

σ 2
≥ γ1

)

+ (1 − PB(r0))

(
P0Kh0r−αL

0

σ 2
≥ γ1

)

= PB(r0) exp

(
−γ1σ

2

P0Kr−αN
0

)

+ (1 − PB(r0)) exp

(
−γ1σ

2

P0Kr−αL
0

)

.

Then, the SNR coverage probability in the second phase
with low-mobility blockages is given by

PC2(r0, γ2) = Er2

[

PB(r2) exp

(
−γ1σ

2

P2Kr−αN
2

)

+ (1 − PB(r2)) exp

(
−γ1σ

2

P2Kr−αL
2

)]

.

Optimal Cooperative Frame Design: To optimize the cover-
age, it is important to study the optimal time division between
the two phases described in Section II. When a small share of
the total time T is allotted to phase I, only few devices that
experience a high quality link are able to correctly receive the

transmitted data, which limits the number of available relays
in phase II. Whereas, in case a large amount of time is allotted
to phase I, this leads to a high number of devices successfully
decoding the transmissions in phase I but it requires to use a
very high data rate in phase II, to relay the intended message.
Therefore, we analyze the optimal time partitioning parameter
β ∈ [0, 1] that minimizes the total probability of outage in
cycle time T .

Then, the problem of designing the optimal β to optimize
the system performance can be mathematically stated as

β∗ = arg min
β∈[0;1]

Pout(β). (15)

The outage probability Pout(β) is defined as follows:

Pout(β) = 1 −
∫ 2π

0

∫ R

0
PC(r, γ1(β), γ2(β))fr,θ (r, θ)drdθ

where fr,θ is the uniform distribution of the location of the test
device, in which r refers to the distance of the device from the
central controller and θ denotes the angle between the x-axis
and the line joining the controller and the device.

IV. NUMERICAL RESULTS AND DISCUSSION

Now, we assess the performance of the cooperative commu-
nication protocol analyzed in this article, with respect to the
number of devices, density of the random blockages, trans-
mit power, and the time splitting factor β. In particular, we
tune the blockage density using parameter λP, i.e., the den-
sity of the parent PPP from which the MHCP is derived.3 We
assume a circular deployment area with dimension R = 50 m,
a system bandwidth W = 1 MHz, carrier frequency equals to
3.5 GHz, αL = 2, and αN = 4. The blockages are considered
to be of radius RB = 0.5 m. Unless otherwise specified, we
assume P0 = 23 dBm and PN = 20 dBm.

A. Effect of the Data Size

In Fig. 3, we plot the outage probability for the three dif-
ferent schemes: 1) broadcast only (by setting β = 1); 2) full
coordination, i.e., all the devices in �1 transmit to the devices
in outage; and 3) the nearest relay scheme. We note that
for lower data sizes, cooperative transmission (either nearest
relay or full coordination) significantly increases the outage
performance (e.g., by more than five orders of magnitude for
11 bits). Interestingly, the nearest-relay transmission scheme
provides a close upper bound for the full-coordination scheme.
This bound becomes tighter for higher data size. Thus, for a
device in �′

1, i.e., a device in outage at the end of phase I,
the gain with full cooperation is only marginal as compared
to the nearest-relay cooperative transmission. Furthermore, due
to the tight upper bound, the insights for the full coopera-
tion case naturally follows from the nearest-relay transmission,
which we consider for the rest of the results.

3For the values of RB considered in this article, the values of λB and λP
do not differ considerably. In particular, as λP varies from 1e-5 m−2 to 1e-1
m−2, the value of λB changes from 1e-5 m−2 to 0.0985 m−2. Accordingly,
λP is an accurate estimation of the actual blockage density in the network.
In fact, for RB ≤ 1, λB ≈ λP up to λP ≤ 1e − 1 m−2.
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Fig. 3. Outage probability versus data size for different cooperation strategies,
for λ = 0.01 m−2.

Fig. 4. Outage probability versus data size for different partitioning factors
and blockage densities, for λ = 0.01 m−2 and λP = 0.01 m−2.

In Fig. 4, we note that regardless of the value of β and
b, the presence of blockages increases the outage probability
by two orders in magnitude. This highlights the importance
of taking the blockages into consideration for such URLLC
applications, even in the sub-6-GHz band. As expected, the
outage increases with increasing data size.

Interestingly, when the packet size is too large (e.g., larger
that 100 kb in Fig. 4), the equal partitioning strategy (β = 0.5)
performs poorer than the broadcast strategy (β = 1). This
is due to the fact that for a large packet size, i.e., high
transmission rate, the broadcast phase with β = 0.5 fails
to successfully deliver the packet to large enough number of
devices, which, in turn, diminishes the benefits of allocating
the remaining 0.5 of the total time to the relaying phase. As a
result, for large data sizes, the outage of the equal partitioning
scheme is higher than the broadcast only strategy.

This point is further highlighted in Fig. 5, where we plot
the outage probability with respect to the resource partitioning
factor for different values of data size, b. Evidently, based on
the size of the data packet, the trend of the outage probabil-
ity with respect to β follows one of the following. First, for
small packet sizes (e.g., b = 20 kb or 50 kb), the two-phase
strategy with relaying provides a better outage probability than
the single-phase broadcast strategy. Therefore, optimizing the

Fig. 5. Outage probability versus the resource partitioning factor for different
values of data size, b. λ = λP = 1e − 2 m−2.

Fig. 6. Outage probability versus resource partitioning factor for different
values of controller power. λP = 1e − 1 m−2 and λ = 5e − 2 m−2.

partitioning factor β has a meaningful impact on the outage
probability, which reaches an optimal value near β = 0.5 with
equal partition of resources. Second, for large packet sizes
(e.g., b = 100 kb and more), the gain of the two-phase strat-
egy is marginalized, resulting in optimal partitioning of β = 1.
In particular, we see that for b = 150 kb and b = 200 kb, the
outage monotonically decreases with β, indicating that it is
directly dependent on the resources allotted to phase I.

It should be noted that for intermediate data sizes, e.g.,
100 kb and 125 kb, we observe an initial decrease in the out-
age probability with the onset of relaying. This is followed by
an increase in the outage. Indeed, for these data sizes, although
an increased number of devices get coverage in the broadcast
phase with an increase in β, a reduced amount of resources are
available for successful relaying of a file with large data size.
After a threshold on β, the outage reaches the regime where
the outage decreases with increasing the length of phase I.

B. Effect of the Controller Power

In Fig. 6, we plot the outage probability with respect to
β for different values of controller transmit power in a dense
blocking environment (λP = 1e−1 m−2). We observe that the
controller power has a significant effect on the optimal value
of β. In particular, as the transmit power of the controller
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Fig. 7. Outage probability versus blockage density for two values of β.
b = 20 kb and λ = 0.01 m−2.

Fig. 8. Outage probability versus partitioning factor for different device and
blockage densities.

decreases, the optimal value of β shifts toward 1. This indi-
cates that for a lower transmit power of the controller, a larger
amount of resources need to be allotted to the broadcast phase
so as to minimize the outage. Naturally, for lower P0, we
observe a higher value of outage.

C. Effect of the Device and Blockage Densities

In Fig. 7, we plot the outage probability as a function of λP

with b = 20 kb and λ = 1e − 2 m−2. As expected, the outage
increases with increasing λP with relatively flat regions for
λP ≤ 5e − 3 m−2 and λP ≥ 5e − 1 m−2. The former region
is the case where there are no blockages in the area (recall
that the area has a radius of R = 50 m), whereas the later rep-
resents the case where the area is saturated with blockages.
That is, due to the repulsive nature of the MHCP, increas-
ing λP beyond 5e − 1 m−2 does not increase the number of
blockages for a fixed area. We observe that for any value of
blockage density, a simple equal partition policy outperforms
the broadcast-only strategy.

In Fig. 8, we plot the outage probability with respect to
the resource partitioning factor for different values of device
and blockage densities. Foremost, we note the complete device
outage region shown in the red shaded region. This region cor-
responds to the range of β where it is not possible to provide
reliable coverage to the test device. Moreover, we observe that
an increase in the density of the devices (which increases the

Fig. 9. Impact of blockage speeds on the outage probability with β = 0.5.

number of potential relays and reduces the distance between
the test device and the potential relay) decreases the outage
probability. This is the case for fixed packet size b, where by
increasing the number of devices in the network, the trans-
mission rate remains fixed, while the potential gain from the
relaying phase increases. In fact, for both λP = 1e − 2 m−2

and λP = 1e−1 m−2, a tenfold increase in the device density
decreases the outage by two orders in magnitude.

For high values of β, the resources available to the relays in
phase II are less for facilitating a successful transmission. In
that case, the test-node enters the broadcast regime (shown by
the blue shaded region in Fig. 8), in which the outage depends
only on phase I transmission. In this phase, an increase in β

decreases the outage due to more resources allotted to phase I.
At β = 1, the outage value reaches the same as a “broadcast-
only” transmission scheme.

We study this interplay of λ and λP, and their effect on the
optimal β and outage in the next section.

D. Impact of the Speed of Blockages

We compare the outage probabilities for the case of low-
mobility blockages with that of high-speed blockages in Fig. 9,
with λP = 0.01 m−2. We observe that for the case when the
link visibility status does not change during the transmission,
and accordingly, a fraction of the links always remains in the
NLOS state, the outage of the devices is higher.

E. Trends in the Optimal Partitioning Factor

In Fig. 10, we plot the optimal value of the partitioning
factor as a function of the device density for different val-
ues of data size and blockage density. In all the cases, we
see that for a very low device density, the optimal β is 1,
due to the limited number of potential relays and the resulting
gain of the relaying phase. For a high blockage density, i.e.,
λP = 1e − 1 m−2, we observe an interesting phenomenon:
as the device density increases and the nearest device comes
closer to the test device, the system has to balance between two
contending behaviors: 1) higher β facilitating a larger num-
ber of relays close to the test device, albeit decreasing the
resources available to them in the relay phase or 2) lower β

thereby giving an increased amount of resources to a lower
number of relays. The balance between these two behaviors is
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Fig. 10. Optimal value of the partitioning factor versus the device density
for fixed data size.

Fig. 11. Optimal outage probability with fixed data size.

nontrivial and hence, we see a nonmonotonous nature for the
optimal β for high blockage densities.

In the absence of blockages, this nontrivial behavior is lim-
ited. In fact, for no blockages, the optimal β is 1 as long as
very few devices are present in the network, and switches to
the equal partition (β = 0.5) option as soon as enough poten-
tial relays are available (e.g., when λ ≥ 1e−3 m−2). However,
around λ = 5e−2 the optimal β shows a slight increase before
settling back to 0.5.

The corresponding optimal outage values are shown in
Fig. 11. In the broadcast regime (see also Fig. 10), the optimal
outage is constant up till a certain λ for a given b and λP,
for which a cooperative transmission is beneficial. For a large
value of device density (e.g., λ ≥ 5e − 1 m−2), increasing λ

does not bring the nearest device significantly closer to the
test device and hence, the optimal outage saturates.

Finally, in Fig. 12, we plot the optimal value of β when the
data size is a function of the number of devices in the network.
In this case, the data size is 2πR2b0, where b0 denotes the
data size per device. Unlike the case of fixed data size, in this
case, the optimal value of the resource partitioning factor has a
monotonous trend with the number of devices in the factory. In
fact, for very high density of the devices, the optimal β reaches
1 indicating that resource sharing deteriorates the outage. This
is due to the fact that high device density corresponds to a very
high data size that needs to be transmitted (as the case related
to blue plot in Fig. 5).

Fig. 12. Optimal value of partitioning factor versus the device density when
the data size depends on the number of devices.

Fig. 13. Optimal outage probability with device dependent data size.

The corresponding optimal outage values are presented in
Fig. 13. In the absence of blockages, the optimal outage
increases with the device density due to the corresponding
increase in the data size. However, for a heavy blockage envi-
ronment (λP = 1e − 1 m−2), the trend of the optimal outage
is not monotonic with the increase of the device density. Near
λ = 1e − 3 m−2, the outage slightly decreases before increas-
ing again. This highlights the nontrivial effect of increasing the
devices in the network, i.e., a large number of devices corre-
sponds to a large number of potential relays, which enhances
the performance of the cooperative transmission. However,
with an increasing number of devices, the file sizes increase,
which limits the coverage probability.

Here, we note that a further partitioning of the total transmit
time into multiple relay phases (instead of 1, as consid-
ered in this article) may improve the coverage even further.
Additionally, considering a fully cooperative system where a
device in outage can receive services from all the relays in
the second phase is an interesting research problem. We will
investigate these aspects of the network in a future work.

V. CONCLUSION

We have investigated an industry automation scenario where
a central node communicates with wireless devices on the fac-
tory floor. First, we have shown that it is imperative to take
into account the physical blockages, since they increase the
outage probability by about two orders of magnitude. Then,
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to mitigate the service outage due to blockages or poor channel
conditions, we propose and characterize a resource partitioning
scheme in which the communication resources are divided into
broadcast and relay phases so as to facilitate successful trans-
mission of the intended data. Our study highlights that when
the data size depends on the number of users, the optimal
resource partitioning factor is tightly coupled with the device
density. In that case, the optimal solution is to increase the
length of the phase I with the device density. Whereas, when
the data size is fixed, the optimal resource partitioning fac-
tor shows a nontrivial behavior due to the contending effects
of increasing β, which increases the relay density, but also
decreases the resources available to these relays.

APPENDIX A
PROOF OF LEMMA 2

Note that S′
T is a random variable consisting of a sum of

pointwise functions of the thinned (with respect to the cov-
erage probability in the first phase) PPP. Let us calculate the
characteristic function of this random variable

φS′
T
(t) = E

[
exp(itI)

]
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⎡
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⎛
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⎤
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(
−2π
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0
1−

(
1

1 − it
(
Pj
(PB(x)x−αN + (1 − PB(x))x−αL

))

)

λPC1(x)dx

)

.

(16)

Here, (a) is from the fact that an exponential of sum is equal
to product of exponential. In (b), we take the Laplace trans-
form with respect to independent identically distributed (i.i.d.)
random variables hj. As all hj are identically distributed, the
resulting terms are of the same form. The step (c) follows from
Campbells theorem. The CDF is directly related to the charac-
teristic function. Using the Gil–Pelaez inversion theorem, we
have

FS′
T
(x) = 1

2
− 1

π

∫ ∞

0

I[exp(−itx)φI(t)
]

t
dt (17)

where I(z) = z−z∗
2i is the imaginary part of z.

APPENDIX B
PROOF OF THEOREM 1

Let

ST =
∑

j∈R
PjK

(
PB(rj)r
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j + (1 − PB(rj))r
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j

)

PC2(r0, γ1, γ2) = P(SNR2(r0) ≥ γ2 ∩ SNR1(r0) ≤ γ1)

= P
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P0h0

(
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)

Fig. 14. Illustration for the calculation of pdf of the nearest relay.
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Simplifying the above completes the proof.

APPENDIX C
PROOF OF LEMMA 3

Let the nearest point of the process φ1 be at a distance
r2 = r from the device i. This implies that in Fig. 14, there
are no points of φ1 within the intersection of the two circles
Ar0,r = B(r0, r2) ∩ B(0, R). Accordingly, the CDF of r2 is
derived as follows.

Case 1 (r2 ≤ R − r0): Here, the circle B(r0, r2) lies com-
pletely inside the circle B(0, R). Accordingly, the CDF is
derived as

Fr2(r) = P(r2 ≤ r)

= 1 − exp

(
−λ

∫

z∈B(r0,r)
PC1(z, γ1)dz

)

= 1 − exp

(

−λ

∫ r0+r

r0−r

∫ √
r2−(x−r0)

2

0

PC1

(√
x2 + y2, γ1

)
dydx

)
.
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In this case

fr2(r) = d

dr
Fr2(r)

= λ(1 − Fr2(r))
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d

dr
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2 + y2, γ1)dy

)
dx
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(
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r

√
r2 − (x − r0)2

)

dx

]

.

Case 2 (R−r0 < r2 ≤ R+r0): Here, we have to calculate the
region of intersection between the two circles. In the Cartesian
coordinate system of Fig. 14, the equation of the two circles
is as follows: B(0, R) ∼ x2 + y2 = R2 and B(r0, r) ∼ (x −
r0)

2 + y2 = r2. Accordingly, we have

Fr2 (r) = P(r2 ≤ r) = 1 − P(r2 > r)

= 1 − exp
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⎠. (18)

Using Leibniz’s chain rule, we derive fr2(r) as follows:
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The derivatives in the above are evaluated as T1(r) and T2(r)
in the statement of the lemma.
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